Professional Hands-On Trainings in Cyber Security, Cloud Computing, Big Data Analytics, Artificial Intelligence

CORE SKILLS
- CompTIA A+
- CompTIA Security+
- CompTIA Network+
- CompTIA Cloud+
- ITIL
- AI & Blockchain Fundamentals

HANDS-ON CYBER SECURITY SKILLS
- CEH (Certified Ethical Hacker)
- Splunk Certified User
- Splunk Certified Power User
- Splunk Certified Developer
- Splunk Certified Enterprise Certified Architect
- CompTIA CASP+
- Elastic Certified Engineer
- CompTIA CySA+
- CompTIA PenTest+

HANDS-ON NETWORKING & PROGRAMMING SKILLS
- CCNA (Cisco Certified Network Associate)
- CCNP (Cisco Certified Network Professional)
- DevOps Fundamentals
- Python
- Linux+
- Red Hat

CYBER SECURITY MANAGEMENT & PRIVACY SKILLS
- CISM (Certified Information Security Manager)
- CISA (Certified Information Systems Auditor)
- CRISC (Certified in Risk and Information Systems Control)
- CAP (Certified Information Systems Auditor)
- RMF (Risk Management Framework)
- CIPM (Certified Information Privacy Manager)
- CIPD (Certified Information Privacy Data)
- CCE (Certified Cybersecurity Executive)
- CISO (Chief Information Security Officer)
- CSPO (Chief Security Officer)

HANDS-ON CLOUD COMPUTING SKILLS
- AWS Certified Cloud Practitioner
- AWS Certified Solutions Architect Associate
- AWS Certified Solutions Architect Professional
- AWS Certified SysOps Administrator Associate
- AWS Certified SysOps Administrator Professional
- AWS Certified Security Specialty
- AWS Certified DevOps Specialty
- AWS Certified Data Analytics Specialty
- AWS Certified Machine Learning Specialty

HANDS-ON AI/ML/BLOCKCHAIN SKILLS
- SAFe Certified
- SAFe Agilepm
- Deep Learning for Computer Vision
- AI & Machine Learning

info@intellectualpoint.com • www.IntellectualPoint.com • (571) 577-7890 Or (703) 554-3827
**DoD Directive 8140 (8570)**

Department of Defense Directive 8570 has been replaced by the DoD CIO as DoDD 8140; DoDD 8570 is now a part of a larger initiative that falls under the guidelines of DoDD 8140. DoDD 8140 provides guidance and procedures for the training, certification, and management of all government employees who conduct Information Assurance functions in assigned duty positions.

---

### DoD Approved 8140 (DoDD 8570) Baseline Certifications

<table>
<thead>
<tr>
<th>IA Technical</th>
<th>IAT Level I</th>
<th>IAT Level II</th>
<th>IAT Level III</th>
</tr>
</thead>
<tbody>
<tr>
<td>A+ CE</td>
<td>CCNA-Security</td>
<td>CASP CE</td>
<td>CISA</td>
</tr>
<tr>
<td>CCNA-Security</td>
<td>CND</td>
<td>CISSP (or Associate)</td>
<td></td>
</tr>
<tr>
<td>CND</td>
<td>Security+ CE</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Network+ CE</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>IA Management</th>
<th>IAM Level I</th>
<th>IAM Level II</th>
<th>IAM Level III</th>
</tr>
</thead>
<tbody>
<tr>
<td>CAP</td>
<td>CAP</td>
<td>CISM</td>
<td>CISSP (or Associate)</td>
</tr>
<tr>
<td>Security+ CE</td>
<td>CASP</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>IA System Architecture and Engineering</th>
<th>IASAE Level I</th>
<th>IASAE Level II</th>
<th>IASAE Level III</th>
</tr>
</thead>
<tbody>
<tr>
<td>CASP CE</td>
<td>CASP CE</td>
<td>CISSP-ISSAP</td>
<td></td>
</tr>
<tr>
<td>CISSP (or Associate)</td>
<td>CISSP (or Associate)</td>
<td>CISSP-ISSEP</td>
<td></td>
</tr>
<tr>
<td>CSSLP</td>
<td>CSSLP</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Cyber Security Service Provider</th>
<th>CSSP Analyst</th>
<th>CSSP Infrastructure Support</th>
<th>CSSP Incident Responder</th>
<th>CSSP Auditor</th>
<th>CSSP Manager</th>
</tr>
</thead>
<tbody>
<tr>
<td>CEH</td>
<td>CEH</td>
<td>CEH</td>
<td>CEH</td>
<td>CEH</td>
<td>CISM</td>
</tr>
<tr>
<td>CEH</td>
<td>CND</td>
<td></td>
<td></td>
<td>CISA</td>
<td></td>
</tr>
</tbody>
</table>