
Certified Information 
Security Manager 
(CISM)

The Certified Information Security 
Manager (CISM) certification program is 
developed specifically for experienced 
information security managers and 
those who have information security 
management responsibilities.  
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Training Program

Learning Objectives

The CISM certification is for the individual who manages, designs and 
oversees an enterprise’s information security. The CISM certification 
promotes international practices and provides executive management 
with assurance that those earning the designation have the required 
experience and knowledge to provide effective security management 
and consulting services.

After completion of the course the student will have a good working 
knowledge of the ten domains of security knowledge. Using this 
course, students prepare for the exam, while at the same time 
obtaining essential security knowledge that can be immediately used 
to improve organizational security.

•	 Security governance: To 
effectively address the challenges 
of protecting an organization’s 
assets, senior management must 
define the desired outcomes of the 
information security program.

•	 Risk management: Asset 
classification and valuation is an 
essential part of an effective risk 
management program — the 
greater the value, the greater the 
impact, the greater the risk.

•	 Information security program 
development and management: 
The purpose of this area is 
to implement management’s 
governance strategy — the “due 
diligence” and “due care” of 
protecting the corporation’s assets.

•	 Information security incident 
management: This area focuses on 
effectively managing unexpected 
(and expected) events, which may 
or may not be disruptive, and 
can be summed up in five words: 
identify, protect, detect, respond 
and recover.

PREREQUISITES
To become a CISM, you must submit 
verified evidence of a minimum of 
five years of information security 
work experience, with a minimum of 
three years of information security 
management work experience in three 
or more of the job practice analysis 
areas. The work experience must be 
gained within the ten-year period 
preceding the application date for 
certification or within five years from 
the date of originally passing the exam.

WHO SHOULD 
ATTEND?
•	 Information security managers

•	 Information security consultants

•	 Chief information officers

•	 Chief information security 
officers

•	 Anyone interested in 
learning information security 
management skills and getting 
certified

https://www.intellectualpoint.com
https://www.intellectualpoint.com/product/certified-information-system-auditor/


EXCELLENCE  
THROUGH  
EDUCATION

COURSE FEATURES

Course Schedule

•	 Live instructor-led training in modern classrooms

•	 Thorough review of all CISM topics by industry experts

•	 Hands-on labs with real templates on policies, risk registers, POA&M, Incident Plans

•	 24 x 7 Access to the real labs in classrooms and remotely

•	 100% latest material & and realistic practice questions

•	 Confidence building hands-on training

•	 Authorized Pearson VUE testing at same location to help you complete your exam*

•	 Study material, notes, videos and practice questions included in course price

www.intellectualpoint.com/cism

SESSION 1:
•	 CISM Overview + 

Test taking tips

•	 Domain 1: 
Information security 
governance 

•	 Discussion: Practice 
questions related to 
domain 1

Sign Up Today!

Be Social With Us!
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Contact Us
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Sterling Professional  
Center

46175 Westlake Drive,  
Suite 250

Sterling, VA 20165

___________________________________

WHEN YOU ENROLL IN A  
INTELLECTUAL POINT CLASS, YOU WILL GET:

•	 Concise Notes, Memory Tables, Port Tables
•	 Simulation Question Packet
•	 Opportunity to attend several live  

instructor led post-class review sessions

•	 Video and Audio files 
•	 Google Classroom for each class
•	 Resume Help
•	 Job Placement

A Study Guide Access to our  
Rapid Test Prep Website

RapidTestPrep.com

Access to our  
Rapid Flash Card Website

RapidFlashCards.com

A Class Completion  
Certificate

 o f  Comple t ion
Certificate

for successfully completing Intellectual Point’s

This Certificate is presented to

Prem Jadhwani, CEODate

www.intellectualpoint.com/exclusive-intellectual-point-educational-benefits/

RapidSimulations.com

Access to our  
Rapid Simulations Website

RapidStudyNotes.com

Access to our  
Rapid Study Notes Website

SESSION 2:
•	 Domain 2: 

Information risk 
management & 
compliance

•	 Discussion: Practice 
questions related to 
domain 2

SESSION 3:
•	 Domain 3: 

InfoSec program 
development and 
management

•	 Discussion: Practice 
questions related to 
domain 3

SESSION 4:
•	 Domain 4: Information  

security incident management 

•	 Discussion: Practice questions 
related to domain 4

•	 Discussion: Practice questions 
related to all domains

•	 Simulated CISM exam review

https://www.intellectualpoint.com
https://www.intellectualpoint.com/product/information-technology-infrastructure-library-foundation/
https://www.intellectualpoint.com/product/certified-information-system-auditor/

